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High Level Assessment

Amplitude Clinical engaged with Nettitude in April 2020 in order to assess the overall
security posture of their environment. A retest of this environment was later
conducted by Nettitude in May 2020.

Based on Amplitude Clinical’s risk profile, primary security concerns and the
vulnerabilities identified at the point of the engagement, Nettitude have found the
overall security posture to be strong.

Nettitude were able to:

Overall Security Posture

= Observe resilience against most common STRONG

web application attacks including proper
input validation, no injection attacks and
sufficient authentication.

= Confirmthat a vulnerability had been
successfully remediated.
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Limitations and Constraints

Some limitations and constraints were encountered during the engagement, please
refer to the technical report for more details.
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